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Introduction 
 
Three m onths a fter the Federal Co mmunications Comm ission release d th e 
National Broadband Plan (N BP), the Pub lic S afety and Home land Se curity 
Bureau fi nalized “The Public Safety Nationwide Interoperable Broadband 
Network: A New Model for Capacity, Performance and Cost” white paper. The 
Commission’s white paper, which should  have bee n completed befo re the  
NBP was released, w as requested by public safety and industry leaders five 
months ago.  The pa per was developed without meaningful input from  the  
public safe ty community, and  is buil t on a foundation of a ssumptions and 
conjecture. 
 
The cornerstone of the Commission’s white paper and the NBP’s public safety 
recommendation is the utiliza tion of 10 megahertz of dedica ted 700- MHz 
band sp ectrum cu rrently designated b y Congress for pu blic safe ty u se. In 
addition, the Commission believes that public safety must be able to roam on 
commercial networ ks with pri ority a ccess, which supposedly will increase 
spectrum resources in time s o f emer gency. The Commission ’s white p aper 
and the N BP reco mmend the need fo r 44,000 cell site s ba sed upon three  
disaster studies that were conducted by the Commission over the last year.   
Construction of the public safe ty network would be funded by public funding 
and commercial auction of the 10MHz of the upper D-Block spectrum. 
 
Unfortunately, the C ommission’s white p aper is bu ilt on a w eak foundation 
that is extremely problematic to the public safety community.   
 

1. The Com mission makes far too man y assum ptions and r elies on  
conjecture to develop it s misguided p olicy framework tha t will put  
public safety users at risk. 
 

2. The Com mission g reatly un derestimates the current an d future  
capacity n eeds o f p ublic safety when it assum es that 10 MHz of  
broadband spectrum is a dequate for mission-critica l high-speed data,  
high-resolution two -way vide o conf erencing, v ideo m onitoring and 
surveillance at an inciden t, multi- agency mi ssion-critical IP-based 
voice communications wi th push- to-talk se rvices, b iometrics, 
telemedicine, and the thousan ds of other high-bandwidth applications 
that will be used by public safe ty in the near future.  While the  
Commission has acknowledged that consumers will need an additional 
500 MHz of spectrum for broadband, in addition to the more t han 500 
MHz they already ha ve, the C ommission as sumes that pub lic saf ety 
can do it in 10 MHz.  In other words, the Commission wrongly assumes 
that public safety ca n build a skyscra per on a small piece of land that 
can only support a single family home.   
 

3. The Commission believes that density of the cell sites makes up for the 
lack of spectrum capacity and ignores the environmental impact of cell 
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towers, local and  s tate z oning res trictions, adde d co st o f more  
backhaul, and the potential for network interference.  
 

4. Public Sa fety contin ues to support pu blic – p rivate partne rship for 
broadband deploym ent. However, the Commissio n recom mends an 
“incentive based partnership” between public safety and the D Block 
winner. There is very little information on how this would work leaving 
public safety skeptical as to h ow it would be  executed an d on how it  
would insure public safety’s needs are meet. 
 

 
Public Safety Alliance (PSA ) takes seriou s exception with the finding s of the 
Commission’s wh ite paper and we a sk the Com mission to take immediate 
action to  deve lop a more  comprehen sive, inde pendent study of public 
safety’s capacity needs for mission-critical voice, high-resolution video, high-
speed data applica tions.  Th e study must include public safety practitioners, 
technicians, and  ind ustry e xperts; it  mu st b e ab le to project the  ca pacity 
needs of public safety for the next 10 yea rs; it must take into consideration 
the types of applications that can be u sed on th e network by public safety; 
and it must pro vide a solid fo undation upon which public sa fety can bu ild a 
nationwide broadband network that will meet the needs of our nation’s first 
responders who put their lives on the line every day to protect and serve the 
public.  Anything less is unacceptable. 
 
The PSA fully supports the independent comments of Andrew Seybold, which 
provides an accurate and critical analysis of the FCC white paper.1   
 
The Fallacy of Assumptions 
 
PSA finds that there  are many  flawed a ssumptions and con clusions in the 
white pa per, which  could le ad to the failure to build th e public safety 
broadband network.  Below a re some of these flawed assumption s and 
conclusions: 
 

1. “The 10 megahertz of dedicated spectrum allocated to public safety in  
the 700 MHz band  for broa dband co mmunications pro vides mo re 
than the required capacity for day-to-day communications.” 
 
The Commission recognizes the importance of the 700 MHz D Block 
because it share s the sa me LTE band  cla ss as the pub lic safety 
broadband spectrum, but fails to acknowledge the real advantages to 
public safety of co mbining these two blocks of spectrum.  Unlike 
commercial providers, a public safety agency has to me et th e 

                                                        
1 Andrew M. Seybold, “Comments on: FCC White Paper The Public Safety Nationwide Interoperable 
Broadband Network: A New Model for Capacity, Performance and Cost”, FCC Proceeding No. 06-229, filed 
June 23, 2010. 
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operational require ments throughout their entire co verage are a 
including at the cell edge where throughput decreases significantly.  
 
Public sa fety has rep eatedly argued that the additional 10 MHz of 
paired spectrum that would be gained through a D-Block allocation is 
necessary to ensure reliable operation of the public safety broadband 
network in the long t erm.  It wi ll be part icularly crucial during times 
of high traffic when additional public safety users from the local area 
and from agencies coming in from elsew here all converge at a major 
incident scene or disaster area. 

 
Since the  D-Blo ck spectru m is adj acent to  the public sa fety 
broadband allocation, it is uniqu ely positioned to provide the needed 
additional capacity throughput for a public safety agency’s 
entire coverage area including the cell edge where 
throughput decreases significantly. Any a lternative spectrum 
offered in other bands will be less efficient.  Additional co mponents 
would be  required  which would incre ase the cost and  reduce  
performance of broadband devices.  Non-adjacent spectrum blocks of 
the same size a s th e D Blo ck will not p rovide as much thro ughput 
capacity, since gre ater efficiency is a chieved through sp ectrum 
aggregation.  
 
The mo st sign ificant st ep tha t the C ommission can ta ke towards 
ensuring a consistently high level of network performance, reliability, 
capacity, and coverage across all public safety broadband networks is 
to recommend that Congress reallocate the Upper 700 MHz D Block 
to public safety.  

 
2. “…priority access and roaming on the 700 MHz commercial networks is 

critical to providing adequate capacity in these extreme situations.” 
 
The Commis sion a ssumes t hat comm ercial net works will  be in  
operation during ext reme si tuations and that there will be su fficient 
capacity to serve both public safety and consumer traffic. However, it 
is clear from the experience of pub lic safety ag encies arou nd the 
country that  c ommercial netwo rks are  often se verely co ngested 
during even the most minor situations, including the situation where 
consumers are using  SMS text messages to vote for their  American 
Idol.  Pr iority access to a netwo rk that i s already congested will not 
result in meeting the dedicated ca pacity and tra nsmission spee ds 
needed by public safety users. 
 

3. “The capacity and e fficiency of a public safety broadband network w ill 
far excee d the exp ectations…because o f the sy stem archi tecture, 
density of cell sites, the density of cell sectors per site, network  and 
spectrum manage ment, and the use of ne w and emergin g 
technologies.” 
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The Commission’s plan is built on the assumption that the amount of 
spectrum does not really matter if eno ugh cell sites can b e built 
producing enough tower density to make  do with 10 MHz of e xisting 
spectrum. Public safety is con cerned that utilizing this ap proach to  
solve capacity and  inter ference is no t at  all  a  good  v alue. This  
approach could re quire up to twice the number of cell sites that 
would otherwise be required in a regional approach. 

 
The Commission assumes that public safety can make up for the lack 
of spectrum ca pacity on  the  network b y add ing more cell si tes.  
Unfortunately thi s si mplistic solution, ig nores the  local, sta te, and 
federal re gulations such as zoning laws, environ mental re gulations, 
and other regulatory hurdles that often impede or stop the build-out 
of additional cell cites.  Additional cell sites will also greatly increase 
the co st for ba ckhaul, hardening, and ongoing  operatio n and  
maintenance. Final ly, multiple cell sites i n a geogr aphic are a could  
lead to dangerous interference and network confusion.   
 

4. The Com mission a ssumes interference and ou t-of-band-emissions 
(OOBE) problems are easily solved. 

 
Public safety will e xperience interference if the Com mission’s plan is 
implemented and  there are  no a ttractive solutions.  Reducing 
interference would require deploying up to twice as many cell sites as 
the public safety approach. 
 
Current OOBE limits adopted for the pu blic safety broadband system 
are very inconsistent—they vary dramatically ba sed on whether they 
were intended to pro tect the p ublic safety broadband network from  
the D Blo ck or the  public sa fety narro wband ch annels fro m the 
adjacent commercial 700 MHz blocks.  
 
The best way to alleviate the  OOBE co ncerns b etween com mercial 
and public safety entities would be to reallocate the 700 MHz D Block 
to pub lic safety.  Reallocation would  eli minate an y conce rns abou t 
interference betwee n the D Block an d public safety bro adband 
spectrum.  

 
Misrepresentation of the Facts 
 
“Public safety has a total of 97Mhz o f spectrum allocated for use across th e 
RF spectrum with 60MHz of that tota l available for broadband use.  O verall 
the allocation o f spectrum per user for public safety is n ow 25 times that of 
commercial providers.” 
 

1. Public saf ety only has 10  MHz of spe ctrum in the 700 MHz band for 
mobile broadband. The additional 50 MH z in the 4.9 GHz ban d does 
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not penetrate build ings and is not suitable for wide area  mobile  
public safety or commercial mobile broadband services. 

2. The Commission allocated 50 MHz in the 4.9 GHz band based on public 
safety re quests for the spe ctrum to serve “ho t spot” t ypes of 
deployments.  This spectru m is suitable for fixed broadband services  
such a s hot spo ts and point-to-p oint transm ission, but  not for  
jurisdiction-wide coverage.   

3. Allocation of spe ctrum should never  be based  solely on a per-user 
calculation.  Any credible ana lysis w ill also incorporate ho w the 
spectrum will be used and ho w much usage i s li kely fo r each user.   
The per-function use of the spe ctrum by a public safety user will be, 
at the ve ry least, 10 time s greater than that for the averag e 
commercial user.  Further, th e averag e applicatio n to mana ge the 
incident will requ ire much more bandwidth and capacity than merely 
browsing a web page or texting a friend.   

 
“Priority access and  roaming onto commercial bands can prov ide public 
safety with far more capacity during periods of greatest need.”  
 

1. Many d isaster situations ha ve shown th at co mmercial s ystems ge t 
clogged with drastic increase in demand. 

2. Priority access (without pre-emption) on a clogged commercial system 
will not guarantee public safety access to the capacity it will need.   

3. There will be con siderable d elay in  the transm ission o f data on 
congested com mercial netw orks even if public safety has priority 
access.  

 
Conclusion 
 
The Com mission studied thre e tragic m oderately sized real disasters in its 
white paper.  However, it failed to utilize data from more extensive real world 
situations like the at tacks in N ew York o n 9/11 o r from Hur ricane K atrina.  
The public safety co mmunity is left to w onder if a nything has been lea rned 
from these disasters.  
 
Given the concerns cited by the public sa fety community, the past failure of 
the D- Block auction, and the  uncer tain nature  of an e conomically vi able 
nationwide network fully funded by a commercial provider required to share 
spectrum, we believe the current public/private partnership model funded by 
an auction is not in the public’s best interest. 
  
With only 10 MHz of paired spectrum in the 700 MHz Public Safety Broadband 
Spectrum, public safety network operators could de ploy only one 5 MHz  x 5 
MHz LTE carrier.  However, with a D-Blo ck rea llocation, public safety 
broadband networks will be able to operate over one 10 MHz x 10 MHz LTE 
carrier, w hich wou ld pro vide higher peak data  rates and  increased  o verall 
network throughput.   The 10 MHz x 10 MHz LT E system would provide 
superior n etwork pe rformance, as compared to  a 5 MHz x 5 MHz syste m.  
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Furthermore, reallocating the D Block would provide a more  viable option to 
retain control over the network in public safety hands.  Without such control, 
there is no assurance that public safety will have the reliability and flexibility 
needed. 
  
A single wireless public safety broadband network containing the D Block and 
adjacent public safety 700-MHz broadband spectrum is the only logical choice 
to sati sfy the publ ic sa fety commun ity’s wi reless br oadband spe ctrum 
requirements. Primary public safety access is critical, as demonstrated by the 
failure o f the ini tial D-Block a uction. Public sa fety cannot  b e rele gated to  
roaming on commercial networks as just another customer. 
  
Public sa fety strongly sup ports the bi-pa rtisan bill introduced  by 
Representatives Peter King and Yvette Clarke, H.R. 5081, an d currently  co-
sponsored by thirty-seven members of the House. We urge Congress to swiftly
approve the bill and send it to the President for his signature. 


